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• Welcome and Presenter Introduction

• Overview of our Software

• Our AI Vision

• Product Direction:  Compliance and Control

• CIS Controls and product Alignment

• Core Strengths

• Commercial pathway for free users

• Q & A
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Welcome & Agenda



• Previous Opmantek executive who played a key 
role in technology strategy, commercial expansion 
and acquisition.

• Over 20 years of experience as a tech leader and 
business analyst, leveraging emerging technologies 
to deliver impactful enterprise solutions.

• Recognised by the AFR as one of Australia’s  top 
100 Women of Influence in Technology and 
Innovation.

• A member of the Queensland Government’s 
Innovation Advisory Council.

• Industry Fellow at Griffith University, targeting the 
commercialisation of technology.
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Sharon Hunneybell – VP of Products



You welcome a new service desk team member.

They execute every task perfectly.

Exactly when you ask.

In line with policy.

The first time, and every time. 
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An unknown device connects to your network.

A staff member installs an unauthorised software application on their 
laptop.

A decommissioned server suddenly starts running on your network again.

You are visually alerted and can take action immediately.
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You ask your AI agent: 

"What time of day do we see the most performance degradation, and 
which devices are affected?"

No finding the right report to run. 

No searching logs. 

Just the answer you need.
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The FirstWave Product Suite
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Our Evolution
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The FirstWave Product Suite
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The FirstWave Product Suite
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At FirstWave, our vision for AI is powered by two unique strengths: 
proprietary algorithms that continuously make our network and 
compliance systems smarter, and an open data approach that empowers 
organisations to interrogate their own operational data using the AI tools 
they trust. 
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Introducing Model Context Protocol (MCP)

• A powerful enabler for intelligent IT 
environments

• MCP allows AI tools to tap into FirstWave’s 
massive real-time data sets

• Organisations gain new ability to interrogate 
their network and systems instantly

• Starting with Inventory, Status and 
Performance data through opCharts
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FirstWave Compliance - CIS Controls
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• Open-AudIT

• NMIS

• CyberCision

• Internal 

Policy/Services



Asset Inventory – Open-AudIT
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Product: 

Open-AudIT Enterprise

 

Capability:

• Hardware Discovery

• Software Discovery

• Auditing

• Inventory Tracking



Email and Web Security - Cybercision
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Product: 

CyberCision

 

Capability:

Protection against:

• Phishing

• Malware

• C-level Impersonation

• Browser exploits



Incident Response Management - opEvents
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Product: 

opEvents, opConfig, opHA Message Bus

 Capability:

• Automated alerting

• Integration with response workflows



Extend and Grow with FirstWave
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• An estimated 150,000 organisations leverage 
our free tier to discover, monitor, manage and 
secure their networks

• We’re building simpler, smarter upgrade paths 
to help organisations to explore and implement 
our advanced commercial features

• In turn our commercial products are evolving to 
deliver even more value — without disrupting 
what you already love



What’s Next?
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• Check out the latest versions of our software

• Register your interest for the MCP server release

• Apply for the Early Adopter Program:

• Beta test:  Kubernetes for NMIS

• Expression of interest:  Vulnerability/Risk Detection



Questions?
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For more information

email: sharon.hunneybell@firstwavecloud.com 
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